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	LEADER
Los Angeles County Eligibility, Automated
Determination, Evaluation and Reporting System
Revenue Enhancement (RE) eligibility workers and regional clerical staff may now directly access the Department of Public Social Services (DPSS) Los Angeles County Eligibility, Automated  Determination, Evaluation and Reporting System (LEADER) in their family finding search functions to determine if children and families are known to DPSS.  This DPSS computer system provides financial and eligibility determination functions for Los Angeles County’s Cal-Works, Medi-Cal, Food Stamps, and other welfare benefit assistance programs.  The system is used by Child Abuse Hotline and Regional clerical staff and the Revenue Enhancement Division‘s Eligibility Workers.

Staff will be able to search for family composition information directly from the LEADER system for clients who may be receiving CalWORKs, Food Stamps, Medi-Cal, or other assistance benefits.  The Single Index (SI) computer application is being replaced by access to LEADER.  Staff will go directly into the LEADER system to find family information they used to search for using Single Index.

Access to DPSS’ LEADER system will be via the DPSS’ Citrix Intranet connection into the system.  DCFS users will be limited to Read Only access with the exception of the Medi-Cal Only Eligibility Workers, who process Medi-Cal Only benefits for children.  All Users will be required to complete Security Agreements outlining the confidentiality of public social services applicant and participant information contained within the LEADER system.  All County employees using the LEADER system have a legal obligation to protect the confidential information.

Please refer to Management Directive 09-06 LEADER System User Security, issued 10/08/09 and Management Directive LEADER Citrix System on the proper use of the LEADER system.
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If you have any questions regarding this release please 


e-mail your question to:

Policy@dcfs.lacounty.gov  |


Clerical Handbook: http://lacdcfs.org/Policy/Hndbook%20Clerical/Default.htm
Child Welfare Services Handbook: http://lacdcfs.org/Policy/Hndbook%20CWS/default.htm

FYI’s: http://lacdcfs.org/Policy/FYI/TOCFYI.htm
Benefits of using LEADER

· Locate children and familes by searching their names and addresses

· Get child and family composition information to assist social workers in responding to referrals 

· Increase communication between departments by sharing information on clients in common between DPSS and DCFS.
Getting authorization and User ID to access LEADER

Current Single Index Users must get authorization and User ID to access LEADER.

1. User will submit completed and signed User ID Request form and Security Agreement form to their respective Supervisor for approval and signature. 

2. User Supervisors will review the forms. If forms are complete, sign the forms, place a copy of the Security Agreement form in the office personnel folder, and forward the original forms to the Office LEADER Coordinator/Champion. 

3. Clerical Administrators (CA) Coordinator/Champions will use approved DCFS LEADER Citrix Users and Security forms to compile a users list for each of their locations.  Then, the list will be forwarded to Business and Information Systems Division’s IT Service Desk. The IT Service Desk will coordinate with DPSS on the issuance of the LEADER Citrix User ID’s. Coordinator/Champions will review the forms for completeness and: 

a. Email the DCFS Citrix & LEADER Users list to the DCFS IT Service Desk at this address: ProblemManagement@dcfs.lacounty.gov 

b. Mail the DCFS Citrix & LEADER Users list with the original User ID Request and Security Agreement forms to: DCFS Business and Information Systems (BIS) Division IT Service Desk 

Attention: Jesse Peralta and Diane Reush, Analysts 
12440 East Imperial Highway, 5th Floor, Room 501 
Norwalk, California 90650 Phone – (562) 345-6789 Fax – (562) 807-2163 

Training 
Please go to the LEADER page on the BIS Computer Support web site on LA Kids.  http://lakids.dcfs.lacounty.gov/dcfs/BISCS/leader/index.htm
Step 1) Complete the tutorial, Leader 101 that is available on the Learning Net.
Step 2) Print a First Time Log in Guide.
Step 3) Log in.
Step 4) Register to attend the Instructor-Led Training, Leader 201, in your office.
Step 5) Attend Instructor-Led Training, Leader 201, in your office. 

Hours of Availability

· Monday through Friday 5:45 AM – 9:00 PM 

· Saturday 5:45 am – 2:00 PM 

· Sunday – LEADER system is not available 

· Only Child Protection Hotline (CPH) and Emergency Response Command Post (ERCP) eligibility and clerical staff persons have LEADER access 24/7.
Help
· DCFS IT Service Desk. 
(562) 345-6789.  Monday through Friday 7:00 AM to 6:00 PM 
· Internal Services Department (ISD) Customer Assistance Center (CAC). 
(562) 940-3305.  Monday through Friday 6:00 PM to 7:00 AM and weekends/holidays. 

Forms in LA Kids Forms Section

· User ID Request 

· User Security Agreement

· DCFS Citrix & LEADER Users
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OFFICE PRINT ALL ENTRIES DATE COMPLETED
DCFS Fax or email to LEADER Manage Personnel Section

IP Address Employee Number ** Gender (circle)**
M F

Last Name ** First Name ** Mi Suffix

Payroll Title

Required for all LEADER Users (Required data elements marked with **)

Shaded areas are not required for non-DPSS users

Section/Location Unit, if any

Functional Title- CITRIX User Supervisor Name™*

Signatures needed for processing.

Employee Signature:

Supervisor/Section Head
Signature: Date:

DPSS Central Manage Personnel Officer Signature:

Copies to:

Original- DPSS Manage Personnel Officer
Copy- Employee

Copy- Office Personnel Folder

MP5 (5-2009) Fax to Mario Palacios (626) 572.2350 or

email to MarioPalacios(@dpss.lacounty.gov
Input Date:





COUNTY OF LOS ANGELES






DEPARTMENT OF PUBLIC SOCIAL SERVICES

LEADER System

USER SECURITY AGREEMENT

(for Non-DPSS County Employees)

As an employee of the County of Los Angeles, you will have access to confidential public social services applicant and participant information contained within the LEADER System.  All County employees using the LEADER System have a legal obligation to protect this confidential information.

It is the policy of the County of Los Angeles and the Department of Public Social Services (DPSS) that each County employee, whether permanent, temporary, part-time, contract, or in any other status, is individually responsible for the protection of all confidential applicant and participant information, as well as all County information, data, and information processing resources to which he or she has access by virtue of employment.

As a LEADER System user, I understand that my security responsibilities include, but are not limited to, the following:

1. All data displayed by the LEADER System are confidential and shall not be disclosed to any unauthorized person(s) or group(s).  If in doubt, I will consult with my immediate supervisor or manager.

2. I am responsible for the secrecy of my password

3. My password must neither be written down nor told to anyone.  If I know or suspect that my password is known by someone other than myself, I must immediately change my password, and notify my immediate supervisor or manager.

4. I may only use the LEADER System for those specific functions for which I am authorized.  Personal, non-County business, and/or unauthorized use of the LEADER System are forbidden.  This includes the use of the email component within the LEADER System.

5. I understand that it is illegal for me to knowingly access the LEADER System and add, delete, alter, damage, destroy, copy or otherwise use the system to defraud, deceive, extort, or control data for wrongful personal gain.

6. Only data that I believe to be correct may be entered into the LEADER System.  I am not to enter any data which I know or believe to be incorrect.  I must notify my immediately supervisor, and if necessary, my chain of command, if I am ever requested to knowingly enter incorrect data.

7. When I leave my LEADER System workstation, I will either lock the workstation or logoff the LEADER network.

8. I am not permitted to use my password to logon to the LEADER network to allow any other person to access the system.

9. I am not permitted to install any software into the LEADER System without specific written DPSS management authorization.

10. I am not permitted to copy any software or related documentation from the LEADER System without specific written DPSS management authorization.

11. I am not permitted to connect or disconnect any hardware or peripherals to or from the LEADER System without specific written DPSS management authorization.
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12. Any suspected violation of this LEADER System User Security Agreement, and/or any misuse or non-compliance with the LEADER System operating standards and procedures, shall be reported immediately to my immediate supervisor or manager.

I have read and understand this entire LEADER System User Security Agreement and agree to abide by it.  I recognize that my failure to fulfill these responsibilities, including the actions of anyone else using my password, could result in the abuse of County information resources and data, and that the County may hold me responsible for such abuse.

I further understand that any violation of this agreement may result in disciplinary action including discharge, civil liability, and/or criminal prosecution as provided by federal and State of California laws, and/or local ordinance.

Executed this _______ day of ________________, ___________, at _______________________,

California.

________________________________________
_____________________________________

PRINT OR TYPE EMPLOYEE’S NAME

PRINT OR TYPE SUPERVISOR’S S NAME

________________________________________
_____________________________________

EMPLOYEE’S SIGNATURE



SUPERVISOR’S SIGNATURE

________________________________________
_____________________________________

EMPLOYEE’S TITLE




SUPERVISOR’S TITLE

________________________________________
_____________________________________

EMPLOYEE NUMBER



DATE

________________________________________

EMPLOYEE’S DEPARTMENT

Distribution:
Original to:   Department of Public Social Services

    LEADER Central Security Manager

    9320 Telstar Avenue  Suite 132

    El Monte, California 91731



Copy to employee’s Office Personnel Folder



Copy to employee
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